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1. FOR YOUR SAFETY
SWITCH ON SAFELY

Do not switch the unit on when use of a wireless phone is prohibited or
when it may cause interference or danger.

INTERFERENCE

All wireless phones and units may be susceptible to interference, which
could affect performance. Follow any restrictions. Switch the unit off near
medical equipment.

SWITCH OFF IN AIRCRAFT

Follow any restrictions. Wireless devices can cause interference in aircraft.

SWITCH OFF WHEN REFUELING

Do not use the unit at a refueling point. Do not use near fuel or chemicals.

SWITCH OFF NEAR BLASTING

Follow any restrictions. Do not use the unit where blasting is in progress.

USE SENSIBLY

Use only in the normal position as explained in the product documentation.
Do not touch the antenna unnecessarily.
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2. INTRODUCTION

EIS-R (EIS) is a simple GSM intercom communication system designed to be a low-
cost, reliable, single box solution for intercom application that is simple to install,and

simple to use,

It is designed for unlimited range, wire-free GSM intercom, pin code access, caller ID
control and Wiegand access support.

3. EIS-R FEATURES AND APPLICATIONS

Key Features

* Built-in 5 band GSM module
* 1 intercom call button (supports 5 numbers)

« Caller ID numbers control (up-to 1000 caller ID numbers) Up to 100
temporary SPIN access codes

* Up to 1000 PIN access codes
* 2 x Input Wiegand receiver
» 2 outputs (relay supported)

Programming Options

* Programming by Web server

Typical Applications

» Single box, wire free intercom solution
* Remote gate opener — Caller ID number recognition
+ Simple (Wiegand) access system
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4. START UP

EIS unit accepts a micro 4G GSM Sim card provided with the unit.

VERY Use ONLY the Micro SIM card provided
with the EIS-R. No other SIM cards are
supported

IMPORTANT

» Connect power cable to EIS unit (YOU MUST POWER THE EIS UNIT WITH
THE POWER SUPPLY INCLUDED). Do not power with any other power

supply.
* Power up the unit.
* Wait until LED1 (Blue) starts flashing. This is set in around 30 — 45 seconds.

« EIS unit is now ready to operate.

NOTE EIS device will “beep” in 15s interval until the
device is not in normal operation.

5. LED INDICATION
Blue LED (LEDA1)

* Indicates the level of the GSM signal from 1 to 5 LED flashes (1 is weak
signal, 5 is excellent signal)

Red LED (LED2)
*  GSM module Activity

Yellow LED (LED3)

» Short flashing indicates that the GSM module is ON, but it is not
yet connected on the GSM network. After connection, yellow led is
flashing with short pulse (1/2s) ON and a long pulse (5s) OFF .
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6. CONNECTION DIAGRAM

Before connecting the EIS-R, please take a look at connection diagram.

GSM antenna connector

Dedicated
Keypad Input

MICRO SIM CARD
gold contacts down

LED Indication:
LED1 - Blue
LED2 - Red
LED3 - Yellow

W26 DO Out
W26 D1 Out

E1135255818

£

= Alarm Input 1
Alarm Input 2
GND

POWER OUT
(max 100 mA)*

Speaker

Call button 1 connector
(other connectors -
up to 4 - on request)

Green = D0
YOU MUST POWER THE EIS UNIT WITH THE POWER SUPPLY INCLUDED. . White =D1 OZZOZZ
o * Red=+{ADC =00nD0
Do not power it with any other power supply. . Black = GND o a4
*Do not use the POWER OUT {+12VDC AUX] for electric lock driving! . Brown=LED
Yellow = Buzzer
Use separate power source for door electric lock!

Figure 1: EIS-R: Connection diagram

DO NOT USE Power out (12V AUX) to power
IMPORTANT electric locks! Use a separate power source for
electric door locks!
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7. EIS MANAGEMENT

Unit supports different types of management (programming):

* Unit can be programmed remotely by using WEB server access.
Access it by EISWARE.com

+ EISWARE APP on IPHONE or ANDROID
Must have data plan enabled to get data transfer on either platform.

8. EIS FUNCTIONS with PROGRAMMING INSTRUCTIONS

» Unit can be programmed with the use of EISWare, the web-based online browser
interface.

The SIM card in the EIS-R unit MUST have a DATA
IMPORTANT PLAN to be able to use WEB programming!

8.1 WEB SERVER - LOG IN

Visit https://www.eisware.com/ to access the web server.

~~Signin
Sign Up Back to site

Please sign in with one of your existing third party accounts. Or, sign
up for a EisWare account and sign in below:

fEt

Login: (Usert

Password: (cenee )

Remember Me: (]
Forgot Password? Sign In

When using this site, you agree to our terms of service

Figure 2: WEB Server-Sign In page
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User must first use the Sign In section to create working profile on the server. The
profile can be created by using a social login like Facebook, Google account or
Twitter. If user lacks any of the social profiles they can proceed to the Sign UP
page using standard user name and password entry.

Server supports the following browsers:

e Firefox, Google Chrome, Safari.

8.2 WEB SERVER - ADDING UNITS TO USER PROFILE

|
m NAME IMEI TYPE PHONE NUMBER SIM PROVIDER LOCATION ACTIONS

Figure 3: WEB Server-Main page select ADD mode

After login the user will be diverted to Web server main window. This page is
used to add/remove/search for EIS units from the user’s profile.

Select “+” sign to select ADD EIS units to user’s profile.

Device list ElS WARE Logged in as userl ©

[k ma] IRRHIALVEN] T IO TN

Figure 4: WEB Server-Main page adding EIS units
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User then provides required data:

Mandatory Information:

* Name: Name for the added unit - mandatory information.

* IMEI: Identification number of the unit, can be found in the enclosure of
the unit - mandatory information. The IMEI is located on the cellular
chip and also should be on the card board box of the EIS.

* Phone Number: The telephone number of the SIM card in the EIS unit
- mandatory data.

By clicking the “+” (insert sign) after filling mandatory data, the unit will be added to the user profile.

Optional Information:
Location: Notification field, used by the user to provide extra data for its own
information

NOTE: First building of the unit data-base may take a few minutes. It will give you a dialog box.

8.3 WEB SERVER-UNIT MANAGEMENT

After the EIS unit is added to user database, the user can change the configuration of
the specific unit.

All changes made by the user are listed in the Change Log window. By clicking Send
to device button ALL changes are send to the unit. User can (revert) all changes
made, before sending, by clicking (Revert all) or select particular entry and revert it.
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Figure 5: WEB Server-Unit management window

8.4 INTERCOM CONFIGURATION

The primary function of the EIS-R unit is intercom support. Placing a call is done by pressing
the call button on the front of the EIS R.

This will start a voice call procedure from Phone number 1 through Phone number 5. After the
call is answered the called user has the option to trigger the output by pressing “11” for
opening Output 1 or “21” for triggering Output 2.

If the call is answered the unit will stop dialing next numbers on the list. Management of the
intercom function is found under Intercom tab.

** To terminate the call press any button.

-Pﬁ!wﬂ’—‘ﬁ Callerid#  Ouiputs  Digitalinieface  Inpuis  Administraion  Misc  Timer  Eventlog  System management

< Li i off hook
- Buton2  Butond  Button4 e m[?s'ﬂ-m-’:} )
E— = e
Telephone number 1: (2569750101 ) (demo )
Telephone number 2: 1L ) Wicrophone level: (25
Telephone number 3: I ( B| Speaker level:
Telephone number 4: [ ) ( ) Ringing sound:  Playing =
Telephone number 5: ) ( ) = e
D et sl st On activate input:  Play beep sound { buzzer )
no e et : Support for Disabled people
Extension number: (T {audio feedbackin(0____)
Extensionno delay: () i
Workfime start: (1)
Worktimeend: (1)

Figure 6: Web Server-Intercom settings
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Intercom management parameters:

Telephone number 1...Telephone number 5: Number that the unit will call when
call button pressed.

Delay before dialing next no. on the list: Time delay in second before next user
on the list gets dialed if the call to the previous user is not answered.

Extension number: Parameter is used to set the DTMF number in auto
self-select function

Extension no. delay: Parameter is used to set the delay (in sec.) for sending
DTMF number in auto self-select function.

Work time start, Work time end: Parameters are used to define work time
schedule. Inside this limits number under position 1 to 4 will be dialed, outside this
limits number under position 5 will be dialed.

Voice call setting

Microphone level: Increasing the level will increase the sensitivity of the unit
microphone decreasing will decrease the sensitivity.

Speaker level: Increasing the level will increase the volume of the unit speaker,
decreasing will decrease the level of the speaker.

Ringing sound: By selecting Playing the unit will play the dial tone in the
connection phase of the call, by selecting Muted the unit will not play any sound
in the connection phase of the call.

On activate input: By selecting Play beep sound (buzzer) the unit will provide
audio feed back (buzzer BEEP) when the apartment entry is selected, by
selected Muted unit will provide no audio feedback when the apartment entry is
selected.

9)
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8.5 WIEGAND ACCESS

EIS unit has onboard support for 2 Wiegand output based device. With the use of external

replicator more Wiegand devices can be connected to the unit.

Configuration of first Wiegand interface is found in Digital interface tab. First Wiegand
interface can be found on board with a dedicated Wiegand connector and cables.

¥ Settings
Intercom Pin access Caller id # DOutputs Digital InharPata Inputs Temporary pin access Administration Misc Timer Event log System management
v Input
Mode: 2 -
Facility code: Disabled -
w Qutput

Wiegand type: Wwag -
Data format: 2 -
Front parity: Even -

Trailing parity: Odd -

Facility code: 'D :

Figure 7: Web Server-First Wiegand interface support.

Mode: Select appropriate data formatting (See advance settings section if
needed, mode 2 is most common setting)

* Facility code: User can Enable or Disable facility code field.

NOTE See Chapter 9-WIEGAND INPUT DATA FORMATSs for
detailed explanation of different data format options.

Second Wiegand interface is shared with alarm input lines, user must select Wiegand in
Input operation mode found in the Inputs tab.

Additional settings for Wiegand interface input are found in Wiegand input 2
configuration sections.

9)

TransmitterC/
SOLUTIONS®

13



USER MANUAL I

inercom  Finaccess  Callerid®  Outputs m Inputs  Senioebun  Administson  Miss  Tmer  Eventlog  Systemmanagement

Mode: 2+ Mode: 2w

Facility code:  Disabled Facility code: ~ DSabled +

Figure 8: WEB Server-Wiegand interface support.

* Mode: Select appropriate data formatting (See advance settings section if
needed, mode 2 is most common setting)

* Facility code: User can Enable or Disable facility code field.

Wiegand devices can be defined in two sections. First section is permanent pin codes and
second is temporary pin codes - limited by the number of use.

See Chapter 9-WIEGAND INPUT DATA FORMATs
for detailed explanation of different data format
options.

Unit MUST be restarted when switching between Normal and
Wiegand mode in the Input operation mode.

IMPORTANT

Permanent use: devices are added in Pin access tables.

They are placed in two tables. For each table user can define which output they will trigger.

)
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Name: ({07 Brads Devics maintenance Device reported values
Type:  EISLES2EIS4EISR o Type S0LO HW-BG1, S0LO
Blom e o)
Imei:  (868050043672116 Signal  5(-7Em)
P— Nt D 21081
e
Uptime 4 days 2haurs
oestor: st T azhse
Apn: ‘ IOT-TELITUS v ‘

e ([ 7]

Intercom - Calerid#  Ouputs  Digitalinterface  Inpuls  Administaion  Misc  Timer  Accessrules  Eventlog  System management

Pinmode:  Aoosss made -

Extended FIN options

Position PN User mame
FINY 1238 =
N2 0 '

PN [

A A
} e e e

Figure 9: Web Server-Adding Wiegand devices for permanent use.

PIN entry: For each PIN entry user needs to select PIN code value and optional User
name. Extended pin codes are placed using the Extended PIN options checkbox as seen
below.

Name: (107 Erads )] B2z T T D Device reported values
Type: EIS-1,EI5-2 EIS-4,55R - Type SOLO HW-BG1, SOLO
E:murl Firmware ~ 4.3.12( OTA ){ 2025-05-30)
Imei-  [868050043673116 Signal 5(-73cEm )
Phone number:  (+4871221400750 Network D 310410
C ) [x e
Uptime 4 days 2 hours
Location: Last update 07.09.2025 16:20:46
P

Apn: ‘ IOT-TELITUS - ‘

Mode: ‘ Cniine - ‘

Intercom - Callerid#  Outputs  Digitalinterface  Inputs ~ Administration  Misc  Timer  Accessrules  Eventlog  System management

Pin mode: Access mode

Position PIN User name Antipass Counter limit PIN counter Time limit Time limit mode Start time End tim
FINT 1234 o ‘Work Time 00:00 00:00
PIN2 0 o ‘Work Time 00:00 00:00

Figure 10: Web Server-Adding Wiegand devices for temporary use
using Extended PIN options checkbox.
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* Extended PIN codes activate output: Allows selection of the output that will be
triggered in case of correct Extended PIN code.

 Extended PIN entry: For each extended PIN entry user needs to select
appropriate values.

Extended PIN options Description

Extended PIN value Extended PIN code

User name Name of the user

Notify With Extended PIN code, administrator numbers CAN be notified
Counter limit Enable/Disable counter limitation (consecutive use)

Timer limit Enable/Disable timer limitation

Timer mode Timer limit mode: Day limit (day limitation), Timer limit

(hours of a day access limitation)

Rules valid on weekend Enable/Disable timer limitation for weekend days

Counter Number of allowed use of Extended PIN code

Timer start/Timer end Bottom and Top timer limitation

Table 1: Web Server-Extended PIN entry parameters.

8.6 CALLER ID ACCESS

Caller ID access is a very simple way to control relay output defined in Caller ID output setting.
User will by calling in the EIS unit trigger defined output.

Settings for this function are found in the Caller id # tab.

Inb=oom  Pinacoess | Callerid®  Duipuls  Digiial imeriaoe Inpufs Tempossy pinacces  Adminizimtion Misc.  Timer Everilog  Sysi=m management
 Cmnsral stlings

CLIP smcurity mods Caller ID for spedficusess

CLIF output:  Culputi =
Position Phaxne rmbser Uger

CLP1 ra

CLF2 F

ciPa -

Figure 11: WEB Server-Caller ID Access
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General Settings:

* Caller ID Security Mode: Defines how the system handles incoming calls for
access control.
The user can select from three modes:
Caller ID Disabled — Deactivates the Caller ID function; no numbers are permitted.
Caller ID for Specific Users — Only phone numbers listed in the system are allowed
to trigger outputs.
Caller ID Always ON — Any caller who knows the unit’s number can trigger the
output,

* regardless of whether they are listed. Use this setting with caution.
e Caller ID Output: Specifies which output is activated when a valid call is received.

Selection Caller ID always ON will allow anybody with
the knowledge of the unit number to trigger the output by
calling the unit. Use this setting with caution.

8.7 OUTPUTS SETTINGS
The behavior on the outputs is defined in the Output tab.

Intercom Pin access Ga[leridif-DigHaIirlha'fme Inputs  Temporary pin access  Administation ~ Misc  Timer  Eventlog  System management

Output ( relay ) mode: ~ Timepulse  w

Output pulse duration: (5 B

Output is: Normally open -

Output { relay j mode: ~ Timepulse =

Output pulse duration: (5 =

Outputis:  Nommallyopen  w

Voice active indication:  Motused  »
Unauthorised call or SMS received:  Motused
Button pressed indication:  Motused

Input 1 activate utput:  Motussd

Input 2 activate output:  Motused

Figure 12: WEB Server-Output setting
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Output 1 - Settings for output 1:

Output (Relay) Mode: The user can select from three available options:

Disable — The output remains deactivated at all times.

Latching —Output is in latching mode. First Caller ID or PIN entry will activate the output,
second Caller ID or PIN entry will deactivate the output.

Time Pulse —Output is time pulse mode. After output is triggered it will be activated for the time
defined in Output pulse duration, after that time output will be restored.

Output pulse duration: ON time for output in case of output mode Timer pulse.

Output is: The output can operate in either normal or inverted (normally closed) mode.
Normally Open — In idle mode output pins are in open position.
Normally Closed — In idle mode output connection are closed.

Output 2 - Settings for output 2:

Output (relay) mode: User can select between 3 options

Disable-Output is disabled

Latching-Output is in latching mode. First Caller ID or PIN entry will activate the output,
second Caller ID or PIN entry will deactivate the output.

Time Pulse-Output is time pulse mode. After output is triggered it will be activated for the
time defined in Output pulse duration, after that time output will be restored.

Output pulse duration: ON time for output in case of output mode Timer pulse.

Output is: Output can work in normal or inverted (normally close) mode. Normally open-In
idle mode output pins are in open position.
Normally closed-In idle mode output connection are closed.

Additional output settings - Setting are used to link onboard actions
with the outputs if needed:

Voice active indication: When unit reaches voice connection (intercom call) output defined
under this section gets activated.

Unauthorized call or SMS received: If unauthorized call or SMS is received on the unit this
event will activate output defined under this section.

Button pressed indication: When intercom call button is pressed output defined under this
section gets activated.

Input 1 activate output: If input 1 is in alarm mode (Input operation mode: Normal mode
selected) alarm input event on the input will activate output defined under this section.

Input 2 activate output: If input 2 is in alarm mode (Input operation mode: Normal mode
selected) alarm input event on the input will activate output defined under this section.

Due to limitation of the outputs use additional
NOTE ; ,
outputs settings with care.

9)
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8.8 EIS WIEGAND OUTPUT INTEGRATION

EIS unit can be integrated into a bigger access system using a Wiegand interface. In this
case numbers calling the unit will be transferred, over Wiegand interface, to access system.

Intercom  Pinaccess  Callerid# mm_ Inputs  Temporary pin access  Service button  Administation  Miss  Timer  Eventlog  System management

Mode: Q -

Facility code:  Dissbled

Frontparity.  Even

Trailing parity: ~ Odd =

Facility code: [0 S|

Figure 13: WEB Server-Wiegand Output settings.
Configuration of the Wiegand output interface

* Wiegand Type: Type of the Wiegand used (W26 is most common setting)
* Data format: Format of data set on the selected Wiegand type.

* Front parity, trailing parity: Selection of the proper parity in selected
Wiegand type.

* Facility code: Is required, user can define facility code to Wiegand data.

)
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8.9 TIMER/TIMED CONTROLLED OUTPUT

EIS unit features 2 timers that can be used to control the outputs on the unit.
Timers can run in day or week mode depending on the selected setting. For
each timer user can select which output it will control.

Timer1  Timer2
Timer: Enabled - Day Holiday
Mode: Day = -
Time from Time to Duration
Timer controls:  Output1 v .
12:00 14:00 02:00 l0
Output mode: Master mode - =
¢ 0
Holidays: 3012 | [ #3112 ;H
)
)
)
)
)
)
)
Figure 14: WEB Server-Timer setting - Day mode.
Timer1  Timer2
Timer: Enabled - Sunday Monday Tuesday Wednesday Thursday Friday Saturday
Mode: Week - n
Time from Time to Duration
Timer controls: Output 1 - o
12:10 20:00 07:50 s0
Output mode: Master mode - Pa—
¢ O
Holidays: ” E
)
)
)
)
)
)
)
Figure 15: WEB Server-Timer setting - Week mode.
)
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Timer settings:

e Timer: Parameter is used to enable and disable the timer function.

* Mode: User can select between day or week mode. In day mode the timer will
control on the day table which is the same for all week. In week mode the user
can define different setting for each day in the week.

* Timer controls: Output controlled by the timer function.
Output1 or Output2

e Output mode: Output mode management definition.

OUTPUT mode Description

Master mode: When the output is driven by the timer (output is activated by
the timer) the outputs are in latching mode regardless of
the setting in Output tab.

When the output is not activated by the timer, the outputs
are working by the defined settings in Output tab.

Slave mode The behavior of the outputs (Time pulse or Latching mode)
is defined in the Output tab.

Output precondition In this mode Timer is used as PRECONDITION for output
control used by other functions like PIN access or Called
ID #.

Table 2: WEB Server-Timer setting, output mode options

* Holidays: With the definition of the holiday days (use day picker), user
can define special behavior on the holiday days.

The described settings are the same for both timers.

9)
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8.10 ADMINISTRATION

Administration tab allows user to enable advanced settings like notification
of unauthorized access, periodic test messages, lock down of the unit

Periodic Low credit Unauthorised

Position Phone number User name Input 1 Input 2 tost alert call

Log full Motify event

1 8018285058

w@
\0 \0 \0 \0 \.

w General settings

Administrator allowed to remote program by 5M5: Anyone -

Automatic call to administrator 1: lD = Pericd in days
Automatic periodic test 5M5: l24 = Pericd in hours
Test SMS start hour: |n =

Figure 16: Web Server-Notification numbers

* Phone number, User name: Specifies the phone number and user name
of the user designated to receive notification messages.

* Inputi, Input2: If input lines 1 & 2 are defined in alarm mode (Input
operation mode: Normal mode) and if alarm condition is meet, users with
check boxes will receive alarm notification SMS.

INPUT 1

Figure 19: Web Server-Input
alarm configuration.

* Periodic test: User can receive periodic (keep-alive) SMS, tick the check box
for the appropriate user. Timer period is defined under parameter Automatic
periodic test SMS, it is definable in hours

* Low credit alert: In case of prepaid SIM card the unit can notify the user if the
credit on the SIM card is low. To enable notification SMS tick the check box in
corresponding position. Note that additional input in the Misc. tab is needed to
fully enable credit checking function.

9)
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* Unauthorized call: In case of unauthorized call the unit can notify user. To
enable notification SMS tick the check box in corresponding position.

* Log full: Administrator can receive a SMS when LOG event buffer gets at a
critical full level.

* Notify event: Selection of administrators that will be notified if the notification
event is enabled in Temporary pin access tab or Pin access tab.

* Administration allowed to remote program by SMS: By selection this option
the user can “Lock down” the EIS unit, preventing any unauthorized user to
change any configuration on the unit.

* Automatic call to administrator 1: To prevent SIM card provider to lock out the
SIM card from the network, user can define a periodic call out to telephone
number under position 1. Parameter is defined in days (It is not mandatory to
set this parameter).

* Automatic periodic test SMS: Definition of Time Out for periodic SMS sending.
* Test SMS start hour: Periodic SMS, first send-out hour.

8.11 EVENT LOGGING

EIS unit itself supports a 20000 log event entry. These log events can be pulled
up to the server by clicking Read Log button in the “Event Log” tab. Events are
listed in the table.

A
¥ General Event type Time User Output Extra info Deleted

07.11.2017
Automatic log clearing: Enabled - Caller id 11_27_‘:;_ Ali Cutput 1: OMN

Ewent logging: ‘ON - internal memory - 05.11.2017

Caller id Ali Output 1: OMN
Automatic log retrieval [hours]: lD =

13:45:28
02.11.2017
‘Caller ID logging: Enabled -

FIN soosss 16:33:25 Latch Output 2: OFF

02.11.2017 -
System logging: Enabled - PIM access 18-28:37 Latch Cutput 2: ON

. P ; 21.10.2017
Alarm input logging: Disabled h Caller id 13_49_:9 Krissy Output 1: ON

PIN access logging: Enabled - 230.10.2017
. 10 . 583362
intercom 18:45:44 Ali 2015563382

‘Qutput events logging: Enabled -

Caller id 28.10.2017 Ali Onstrst 1- 0N

Figure 17: WEB Server-Log event
Each event is equipped with the event type, time, output if triggered and the user

name of the user responsible for the event. If user names are available (Called ID
#, PIN codes, Intercom user ...) user name will be shown in the user column.

9)
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* Automatic Log Clearing Behavior if the internal LOG buffer on the unit is
FULL of events, unit can CLEAR events or STOP recording new events.

* Event Logging User can select between, not logging, logging to internal
memory (unit) or optional sending events over units USB connection to the
external PC.

* Automatic Log Retrieval Definition of Time Out period for unit to upload LOG
events to the WEB server.

» Caller ID Logging Enable/Disable logging of the Caller ID # events.
» System logging: Enable/Disable logging of special system evens.
* Alarm input logging: Enable/Disable logging for input alarm events.

* Pin access logging: Enable/Disable of the Pin access and Temporary pin
access events.

* Output events logging: Enable/Disable of the events triggering the outputs
(Timer, Intercom, ... )

NOTE After events are read and stored to the server, the local
copy on the unit gets deleted.

8.12 MISCELLANEOUS

This tab is split into 2 sections.

Intercom Pin acoess Caller id # Outputs Digital interface Inputs Temporary pin acoess Service button Administration Misc Timer Event log

System management

5MS5 text language: English -

Automatic G5M module restart interval: lD =

Self updating clock: Enabled -

* Prepaid SIM card settings

Provider preset: Disabled -

Calling code: [—
Currency code: (E_,;_
Value: (—_
Low credit 5M5 alert: [4—T
({]—_

Sim card wvalidity:

Figure 18: WEB Server-Misc.

)
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8.13 PIN ACCESS NOTIFICATION FUNCTION

This function is used to notify administrator when a selected pin code is being used.
Notification is done by SMS send to the selected administrator numbers.

Global enabling of the notification function is done in 2. Steps:
STEP 1: User has to select Enable option in the Enable Pin Notification function.
STEP 2: Send the configuration to the device!!

This procedure is ONLY done 1 time when enabling this function.

* SMS text Language: define the language of the SMS information
send out. User can select appropriate language in drop-down menu.

* Automatic GSM module restart interval: User can select GSM
module restart interval (hours) if needed (Not advisable to use this
parameter if not advised otherwise).

* Self-updating clock: Parameter is used to allow unit to synchronize
to real time. To have the correct time along in log event it is advisable
to enable this function.

[l bl lelletelelleletdetelletelelleletleleleleteleelellletelleteleeleltetetletelelelteletetletelleleltletetletellellellletetleteleteltetetleteletdelbletetleteleledeldletebleteleedededed * ' ¥ T LT R T e 1
e - T Changalog
"
i Mame: [0 Davice maimenancs Device reported values 2« Pinaccess / Genaral
i
Trpe 30LO HN-BEA, S0LD a
Tepe =
n Exporl Fememe 3021 OTA M 20771107 ) L SRtk | | Bt
wnel:  [28704200044025 Bignal 27 55dBm) e
! Phone number:  [+13853287085 | Impart e
H Updmia 0 days 1 hour
Lmk updwie 17.01.2018 18:50:05
Locaion:
A TMabile -
- Sating:
im=mm | Finames | Calleid¥  Ouipul  Dignalimerisce Inputs T pin mooes Mis=z  Timer  Ewentlog  Syst=m management
+ Bansal
Tables comirsl mods:  Joink [ WINFT & WINFZ Controd Tabie 1 B Table2) -
Ensbie Fifl nolification function Enabled -
Table 1ouiput.  Owipuil  w Table 2 ouiput. Culpul? =
Foaton PN User name Flotry § Faostion PN User name Nty
FIN1 D F i PIES01 © Fa
FIMZ D Fa FINZIZ © Fa

Figure 19: WEB Server-Global enabling of the notification function.

After the notification function is enabled, user can select which pin code will send the
notification SMS. This is done by placing a tick in the check box of the pin code notify field.

)
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The last step is selecting a number that will be receiving the notification SMS. Selecting is
done in the Administration tab. In the Notify PIN column put a tick in the check box for the
appropriate phone number, multiple choices are possible.

Periodic Low credit Unauthorised

Position Phone number User name Input 1 Input 2 p o uine Logfull  Notify event
1 8018285058 | ¥ O O O O O s |
2 | O O O O O O '
3 O O O O O O O s
4 | O O O O O O s
5 O O O O O O | s

Administrator allowed to remote program by SMS: Anyone -

Automatic call to administrator 1: |0 EI Pericd in days
Automatic pericdic test SM5: |24 EI Pericd in hours
Test SMS start hour: [0 B

Figure 20: WEB Server-Selecting administrator numbers for notification.

9 WIEGAND INPUT DATA FORMATS

EIS units support standard Wiegand interface, it will work with Wiegand 26-bit and Wiegand 30-
bit protocol. On each Wiegand protocol EIS unit support 4 different data formats, they all can
be selected through all possible management systems.

Selecting the appropriate data format for FIRST Wiegand interface is done by connecting the
WEB server, selecting the Digital interface and in Input section selecting proper Mode option.

Intercom  Pinacosss  Callerid# Qubuls_ Inputs  Temporary pinaccess  Administation  Mise  Timer  Eventlog  System management

Mode: 2 -

Facility code: Disabled -

Wiegand type- w2s v
Data format: LR 4
Front parity Even

Trailing parity: ~ ©dd =

Facility code: [0 lﬁ

Figure 21: WEB Server-First Wiegand interface support.
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Selecting the appropriate data format for SECOND Wiegand interface is done by
connecting to the WEB server, selecting the Input tab and in Wiegand input 2
configuration section selecting proper Mode option.

Input operation mode:  Mormal

Input 1 mode:  MNormaly open - negstive triggered w

Input 1 time delay before sending SMS [seconds): [0 El

Input2 mode:  Normaly open - negative triggersd v

Input 2 time delay before sending SM 5 (seconds): |lJ EI

Location identification:  |User Location
Input 1 identification: Input 1

Input 2 identification:  [Input 2

Figure 22: WEB Server-Second Wiegand interface support.
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9.1 WIEGAND 26 BIT, DIFFERENT DATA FORMATS

Possible data format:

Mode 0: All 24bit of data are used a decimal representation, no option for facility code
P B‘B‘B‘B‘B‘B‘B|B‘B|B‘B|B‘B|B‘B|B|B‘B|B‘B|B‘B|B‘BP
Parity 24Bit card number Parity

Card Number 0-16777215

| [Pelle7 e | Table 3: Wiegand 26: Mode 0.

Mode 1: 24bit of data is divided between facility code 8 bits and 16bits for card number

P F‘F‘F‘F‘F‘F|F‘F B‘B|B‘B|B‘B|B‘B|B‘B|B‘B|B‘B|B‘B P
Parity 8Bit card facility number 16Bit card number Parity

Limits
Card Number 0-16777215
=l | NOT USED Table 4: Wiegand 26: Mode 1.

Mode 2: 24bit of data is divided between facility code 8 bits and 16bits for card number
P F‘F‘F‘F‘F‘F|F‘F B‘B|B‘B|B‘B|B‘B|B‘B|B‘B|B‘B|B‘BP
Parity 8Bit card facility number 16Bit card number Parity

Limits
Card Number 0-16777215
Facility Number Table 5: Wiegand 26: Mode 2.

Mode 3: Sections of 4bit data are used as decimals values for number

P B‘B‘B‘B B‘B|B‘B B‘B|B‘B B‘B|B‘B B‘B|B‘B B‘B|B|B P
Parity Dec. 6 Dec. 5 Dec. 4 Dec. 3 Dec. 2 Dec. 1 Parity

Limits

Card Number 0- 99999

Facility Number Table 6: Wiegand 26: Mode 3

)
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9.2 WIEGAND 30 BIT, DIFFERENT DATA FORMATS

Possible data format:

Mode 0: All 30bit of data are used a decimal representation, no option for facility code

P B‘B‘B‘B‘B‘B‘B‘B|B|B‘B‘B|B‘B‘B|B|B‘B|B|B‘B‘B‘B‘B‘B‘B‘B‘B

Parity

28Bit card number

Parity

Card Number

Facility Number

Limits
0-268435455

Table 7: Wiegand 30: Mode 0.

Mode 1: 30bit of data is divided between facility code 8 bits, 16bits for card number and 4bits of

unused data.

P o‘o‘o‘

0 F‘F|F‘F‘F|F|F‘F

B|B‘B‘B|B|B‘B|B|B‘B‘B‘B‘B‘B‘B‘B

P

Parity Not used

8Bit facility number

16Bit card number

Parity

Card Number

Facility Number

Limits
0-16777215
NOT USED

Table 8: Wiegand 30: Mode 1.

Mode 2: 28bit of data is divided between facility code 8 bits, 16bits for card number and 4bits of

unused data.

P o‘o‘o‘o F‘F|F‘F‘F|F|F‘F B|B‘B‘B|B|B‘B|B|B‘B‘B‘B‘B‘B‘B‘BP

Parity Not used 8Bit facility number 16Bit card number Parity
Limits

Card Number 0-16777215

Facility Number Table 9: Wiegand 30: Mode 2.

Mode 3: Sections of 4bit data are used as decimals values for number

P 0’0’0‘0 B‘B|B|B B‘B|B|B B|B|B‘B B|B‘B‘B B|B‘B‘BB‘B‘B‘BP

Parity Not Used Dec. 6 Dec. 5 Dec. 4 Dec. 3 Dec. 2 Dec. 1 Parity

Card Number

Facility Number

0- 99999

)
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Table 10: Wiegand 30: Mode 3.
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TRANSMITTER SOLUTIONS WARRANTY

The warranty period of this Transmitter Solutions product is twenty-four (24)
months. This warranty shall begin on the date the product is manufactured.
During the warranty period, the product will be repaired or replaced (at the sole
discretion of Transmitter Solutions) if the product does not operate correctly
due to a defective component. This warranty does not extend to (a) the
product case, which can be damaged by conditions outside the control of
Transmitter Solutions, or (b) battery life of the product. This warranty is further
limited by the following disclaimer of warranty and liability:

EXCEPT AS SET FORTH ABOVE, TRANSMITTER SOLUTIONS MAKES NO
WARRANTIES REGARDING THE GOODS, EXPRESS OR IMPLIED, INCLUDING
WARRANTY OF MERCHANTABILITY OR WARRANTY OF FITNESS FOR A
PARTICULAR PURPOSE. BUYER MAKES NO RELIANCE ON ANY
REPRESENTATION OF TRANSMITTER SOLUTIONS, EXPRESS OR IMPLIED,
WITH REGARD TO THE GOODS AND ACCEPTS THEM “AS-IS/WHERE-IS".
TRANSMITTER SOLUTIONS SELLS THE GOODS TO BUYER ON CONDITION
THAT TRANSMITTER SOLUTIONS WILL HAVE NO LIABILITY OF ANY KIND AS A
RESULT OF THE SALE. BUYER AGREES THAT TRANSMITTER SOLUTIONS
SHALL HAVE NO LIABILITY FOR DAMAGES OF ANY KIND, WHETHER DIRECT,
INCIDENTAL OR CONSEQUENTIAL DAMAGES, INCLUDING INJURIES TO
PERSONS OR PROPERTY, TO BUYER, ITS EMPLOYEES OR AGENTS. AS A
RESULT OF THE SALE. BUYER ALSO AGREES TO HOLD TRANSMITTER
SOLUTIONS HARMLESS FROM ANY CLAIMS BUYER, OR ANY THIRD PARTY,
MAY HAVE AS A RESULT OF BUYER'S USE OR DISPOSAL OF THE GOODS.
BUYER HAS READ THIS DISCLAIMER AND AGREES WITH ITS TERMS IN
CONSIDERATION OF RECEIVING THE GOODS.
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